
WHICH OF THESE IS A 
STRONG PASSWORD? 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

HELPFUL TIPS 
 

• Longer is stronger. Each character 
that you add to your password 
increases the protection that it 
provides many   t imes   over . 
Passwords should be 8 or more 
characters in length; 14 characters 
or longer is ideal. 

 
• Use  a combination of  upper and 

lowercase letters, numbers, and 
symbols. The greater variety of 
characters that you have in your 
password, the harder it is to guess. 

 
• Use  words  and  phrases  that  are 

easy for you to remember, but 
difficult for others to guess. 

 
• Never  share  your  password  with 

anyone. As   the   owner   of   the 
account you are responsible for all 
activity (legitimate or illegitimate) 
associated with that account. 


